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Preface

The 25th IACR International Conference on Practice and Theory of Public-Key Cryptog-

raphy (PKC 2022) was held virtually during March 8–11, 2022. (Initially, the conference

was scheduled to be held in Yokohama, Japan, but unfortunately, due to the prolonged

global outbreak of COVID-19, it was finally decided to hold the conference virtually.)

This conference is organized annually by the International Association of Cryptologic

Research (IACR), and is the main IACR-sponsored conference with an explicit focus on

public-key cryptography. The proceedings are comprised of two volumes and include

the 39 papers that were selected by the Program Committee. (Initially, 40 papers were

accepted, but one of them was later withdrawn by the authors.)

A total of 137 submissions were received for consideration for this year’s program.

Submissions were assigned to at least three reviewers, while submissions by Program

Committee members received at least five reviews. The review period was divided into

two stage. The first stage was reserved for individual reviewing and lasted four weeks. It

was followed by the second stage, which lasted about five weeks, in which the Program

Committee members engaged in discussion. On a number of occasions, authors were

contacted regarding reviewer questions and provided clarifications. One of the papers

was conditionally accepted and received a final additional round of reviewing. The

reviewing and paper selection process was a difficult task and I am deeply grateful to

the members of the Program Committee for their hard and thorough work. Additionally,

my deep gratitude is extended to the 145 external reviewers who assisted the Program

Committee. PKC 2022 was the first PKC to use HotCRP in the peer review process.

I would like to express my sincere thanks to Kevin McCurley for his support in using

HotCRP.

Two invited talks were given at PKC 2022. The first invited talk, entitled “The First 25

Years of the PKC Annual Conference”, was delivered by Yuliang Zheng, who is the chair

of the PKC steering committee. Since PKC 2022 was the 25th PKC, this invited talk was

a review of the history of the past quarter century. The second invited talk, entitled “The

Beginning of the End: The First NIST PQC Standards”, was delivered by Dustin Moody.

In this invited talk, he presented the latest status of NIST Post-Quantum Cryptography

Standardization. I would like to express my deepest gratitude to both invited speakers

for accepting the invitation and contributing to the program this year as well as all the

authors who submitted their work. I would like to also thank co-editors of these two

volumes, Junji Shikata and Yohei Watanabe, who served as general co-chairs this year. I

would also like to express my appreciation to the PKC 2022 local organizing committee

members (Keita Emura, Ryuya Hayashi, Takahiro Matsuda, Takayuki Nagane, Yusuke

Naito, Kazumasa Shinagawa, Jacob Schuldt, Naoto Yanai, and Kazuki Yoneyama) for

their dedication and cooperation. Finally, I am deeply grateful to our industry sponsors,

listed on the conference’s website, who provided generous financial support.

March 2022 Goichiro Hanaoka
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